Let Alone
by Kimberly Burke

CHARACTERS.

Anna 
a lawyer.

Luis
works for a company that manufactures Radio Frequency Identification tags (RFID’s).

They’re newlyweds.

SETTING.
The kitchen of the home they share.

SCENE
(Anna enters the kitchen, tosses her keys on the counter.  She’s startled when she notices Luis sitting at the kitchen table.) 

ANNA: Hi, hon.  What are you doing?

LUIS: Waiting for you.

ANNA: In the dark?

(She flips on a light.)
ANNA (continued): Want some tea?

LUIS: No, thanks.

ANNA: I think I’ll have some.


(She puts water on to boil.)

LUIS: So, where were you?

ANNA: Out.

LUIS: Out where?

ANNA: You know.  Out.

LUIS: Why won’t you tell me?

ANNA: (playful) Because it’s a secret.

LUIS: We’re keeping secrets from each other now?

ANNA: Oh come on, Luis.  I just want a little privacy, that’s all.

LUIS: (mostly joking) We’re married.  You can’t be married and have privacy.  It’s an oxymoron.

ANNA: Why don’t you put one of your company’s Radio Frequency tags on me.  That way you can keep track of me all the time.

LUIS: We manufacture RFID’s to track products, not people.

ANNA: Right.  Except there’s a public school out in California that’s using them to keep tabs on their students.

LUIS: What?

ANNA: It made the law journal last week—the ACLU filed suit.  This middle school issued RFID’s to all the students.  They’re supposed to be for taking attendance electronically, but they also track students everywhere they go on campus.  Including the bathroom.

LUIS: I guess if it keeps them from cutting class...

ANNA: It’s a middle school, not prison.  The administration doesn’t need to know every time one of their sixth graders uses the bathroom.

LUIS: I’m sure the principal doesn’t waste her time monitoring the students’ every move.
ANNA: What about somebody outside the school?  A kidnapper.  All they’d need is an electronic reader thingy—

LUIS: An interrogator.

ANNA: An interrogator, and suddenly they have the child’s name, grade, all sorts of information to lure him into a waiting car...

LUIS: You do know how paranoid you sound, right?  What are the chances a kidnapper has access to an interrogator that can read those particular student IDs?

ANNA: I work with criminals, Luis.  It doesn’t seem that far fetched to me that they could steal one, or alter one they buy. 

LUIS: You can’t let fear keep you from reaping all the benefits of technology.  Pretty soon you’ll be able to walk into a grocery store, fill up your cart, and just walk out.  Your RFID will register your purchases and charge your account, no checkout lines, no waiting.  Hospitals will be able to use them to track patients and medicines, improving the quality of care.  There are dozens of ways RFIDs can improve quality of life. 

ANNA: I understand the benefits.  I’m just questioning the cost.  I don’t like the idea of corporations or the government being able to track everything I purchase or every place I visit.

LUIS: They can do that now if they want, just by looking at your credit card statements and internet searches.

ANNA: Maybe.  But there are other surveillance technologies that could be even more invasive.  I mean, what about Smart Dust?
LUIS: Wait a minute.  Smart Dust was invented by the military for use in combat.

ANNA: So was super glue.  And now it’s in every household.

LUIS: Smart Dust does things like observe military targets, or monitor weather in conditions too harsh for humans.  It’s not intended to keep track of citizens.  The technology isn’t even capable of that!

ANNA: Yet.  But think about it.  Thousands of inexpensive, miniscule machines that can move independently, take readings of their environment, communicate with each other, and send that information back to a base station to be processed...  They could be everywhere in a couple decades.  Why couldn’t they be programmed to observe regular citizens instead of enemy combatants?
LUIS: I suppose they could, eventually.  But who would do that?

ANNA: Criminals?  Corporations?  The government?  Who knows?  I just worry about what will happen to privacy as nanotechnology progresses.

LUIS: You seem awfully preoccupied with privacy lately.

ANNA: It affects my work.  Technology is developing so quickly the courts and the legislature can’t keep up.  The electronic privacy law still doesn’t include video surveillance.  E-mail is covered by these awkward analogies to telephone technology.  The law is decades behind the times and at the rate new advances are being made, I’m not convinced it will ever catch up.
LUIS: I’m not just talking about your work, Anna.  Your whole privacy kick seems pretty personal.

ANNA: Personal.  As in...

LUIS: As in, it’s affecting our home life.

ANNA: Because I don’t want to tell you where I was for the last forty-five minutes?

LUIS: Well, yeah.

ANNA: Now who’s being paranoid?

LUIS: I just—think it’s strange that you won’t tell me.

ANNA: I think it’s strange that it matters to you.  Before we were married you didn’t have to know where I was every minute of the day.

LUIS: That was before.  Things are different now.

ANNA: Because we’re married.


(Luis half shrugs, half nods.)

ANNA: Well, it’s a secret.  So let’s just drop it.

LUIS: I don’t want to dro—

ANNA: Luis!


(pause)
LUIS: Fine.

ANNA: Fine.


(The teapot whistles.  Anna pours the water into a pot.)
ANNA (continued): You sure you don’t want some?  I found this new local honey that’s really tasty...

LUIS: Sure.

(Anna makes the tea.  A beat while things cool down.)

LUIS (continued): You know, if you really want something to worry about, it’s not new surveillance technology.  It’s the new things we’ll be able to do with old surveillance technology.

ANNA: Do I want to hear this?

LUIS: Nanotechnology is making computer processing faster and less expensive than we ever thought possible.

ANNA: Right.

LUIS: Meaning, pretty soon it’ll be possible to take all the data already accumulated, and...process it.

ANNA: Meaning...

LUIS: Just an example—your photograph gets taken dozens of times a day by your standard security cameras, at the bank or the mall or the ballpark, wherever.

ANNA: Sure.

LUIS: For now that doesn’t matter because there’s no way to connect your photo from one place to the next.  We don’t have the capacity to process all that data.

ANNA: But someday we will?

LUIS: Yeah.

ANNA: I was right.  You shouldn’t have told me that—it’s another thing to worry about.

LUIS: Don’t hate me for saying this, but—why?  Why does it matter if we lose a little privacy?  

ANNA: Because privacy is a fundamental civil right!  It allows us dignity, creativity. It’s the very basis of freedom, to be able to do things without constant monitoring.

LUIS: But privacy can also lead to criminal activity.

ANNA: What?!

LUIS: Has it ever occurred to you that the people who really want privacy are the ones who are doing something wrong?

ANNA (pointed): Who are you referring to, David?

LUIS (backpedaling): Terrorists.  Of course they want privacy—they don’t want to be monitored because they’re breaking the law.  

ANNA: So we start monitoring “potential terrorists.”

LUIS: It will keep us safer.

ANNA: You know, it’s easy to give up other people’s freedoms when you live a nice, white, middle class existence.  But we’re the ones probably losing our privacy.  It’s non-native born, non-white Americans like us who are going to be profiled and tracked.

LUIS: And what if there was a way to exclude racial profiling?  I’d be fine with that.
ANNA: You mean, monitor everyone equally?

LUIS: If it helps stop terrorists like that guy who was plotting to blow up apartment buildings when he was caught, then I’m all for it.  

ANNA: Look, I’m glad they stopped him too  But not at the expense of everyone’s civil liberties—I keep thinking about Big Brother.

LUIS: And I keep thinking about al-Qaida.  We can argue the extremes until we turn blue, but the fact remains, things are different since 9/11.

ANNA: You keep saying that.  “Things are different now.”  How different do things have to get before we start losing the very freedoms that make this country worth living in?  Or our marriage worth sustaining? 

LUIS: What are you saying?

ANNA: I’m saying, sometimes I’m going to need my privacy if this relationship is going to work.

LUIS: I’m getting that.

ANNA: So, you love me, right?

LUIS: Of course.

ANNA: And you trust me?

LUIS: Yes.

ANNA: Then don’t I deserve some privacy?

LUIS: You really need it to be happy?

ANNA: Yes.

LUIS: Then...okay.

ANNA: You’re sure?

LUIS: Yeah.  I’m sure.


(They share a moment—a kiss or a touch.)
ANNA (with a smile): You’re still dying to know where I was, aren’t you.

LUIS: Yeah.  But I’m not going to ask.

ANNA: Okay. Let’s just say I was out buying something I found on Craig’s list.

But if you want to know what, you’ll just have to wait until your birthday.


(End of play.)
