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NANOSCALE INFORMAL SCIENCE EDUCATION



SCENARIO A: GROUP 1


SCENARIO A: GROUP 2

SCENARIO A: GROUP 3



SCENARIO A: GROUP 4



SCENARIO A: GROUP 5



SCENARIO B: ALL GROUPS



Your dad has Alzheimer’s, and has been found out of his house, wandering lost. You currently cannot afford a personal care assistant/nursing home care. An option is an implanted RFID (Radio Frequency Identification Device - - nanotechnology has enabled these devices to be shrunk: the device will be smaller than a piece of rice, cause dad no harm or pain and is cheaper than other care options - - the device itself is smaller than a grain of rice). This RFID will keep track of where he’s going, and will automatically notify you if he’s ever where he should not be. 





Do you tag dad with the RFID?





What if it were your elementary-school aged son or daughter?





The American Government has plans to RFID all of its soldiers being sent to Afghanistan, for safety’s sake. Do you support this? 








Your daughter Lucy is 14 years old, and wants to earn some money. She and her peer group have found out about a marketing company that will pay her to wear a RFID tagged bracelet. This bracelet will collect her consumer habits, what stores she patronizes, what she buys, etc. Not only will she be paid to wear the bracelet, but she’ll also receive coupons to the stores she frequents. 





As the parent, you will also receive a small stipend for Lucy’s “work”, and the option to always be able to access Lucy’s account (to see what stores she visit, what she purchases, etc.).





Do you allow Lucy to wear the bracelet?





If Lucy ‘refers’ you, i.e. signs you up to wear a bracelet, her payment increases. You will then receive coupons to stores you frequent, including gas stations and grocery stores. Do you wear the bracelet? 








You’ve recently lost your health insurance, due to a sudden change in career. Luckily, you have no dependents to be effected by this change: you start looking for individual coverage. 





In researching coverage, you find that a major health insurance company is offering a “technology health coach”. In order to keep you consuming the right food and not use tobacco or other substances, nano-sensors would be installed in your living space. 





Whenever you come home, you’d be scanned by nano-sensors that would break down what you’ve been eating, smoking, or drinking (they read the chemical signatures on your breath, your skin, etc.). A signal is wirelessly sent to the insurance company: given how much “negative substances” you consume, your insurance premium may increase.





The monthly cost of this insurance is incredibly cheap - - starting at just $15 per month. As long as you continue to be scanned positively, this premium will stay the same, and after one year, the price of your insurance will actually go down. However, if you test ‘negatively’, your premium will increase - - until your behavior changes. 





Do you take this insurance? Why or why not?





You ask for some information about this insurance from the company. You receive an information packet, along with a number of coupons for “recommended” foods, all produced by a large, pre-packaged food company. The insurance company “endorses”, or has been paid to “endorse”, this company’s products. Do you now take the insurance? 





You are diagnosed with a fast-moving degenerative hearing loss. You start looking into hearing aids, and soon, into cochlear implants. You are currently uninsured, but finally end up going to a doctor. They recommend an implant, but caution that implants are incredibly expensive. 





A marketing company offers cochlear implants at an incredibly reduced rate… the catch is, every morning, you would be greeted with a different message from the company. (Like turning on your television, and putting up with the commercials. There is a nano-enabled radio receiver in your implants that receives the messages.) The company promises that this is incredibly safe, that this will not interfere with any emergency situation, and that you can stop the service at any time (but you will be charged the cost of the implant). 





Do you take the cheaper cochlear implants?





Would this decision be different to make if you were making it for another person?





What if the company offers the implant for free - - the catch is that anytime you enter a store that has a contract with this marketing company, the tiny microphone in your implant transmits everything you say or hear. Now do you accept? 








The Internet is great! You have been using a free internet service to store documents for your small business, use it for your personal and business email... it stores all of your contacts, you use it as your main (i.e. only) search engine - - you’ve even subscribed to a application which can show where you are on maps posted on this service, using the GPS on your phone - - allowing your contacts to see where you are at any time. 





Nanotechnology has allowed this sort of tracking & processing to be easier, faster, cheaper. 





In the news, a man has been tracked and arrested - - using information taken from his free internet email account, internet mapping information, etc.). 





Do you consider giving up your free email account? Do you continue to use the free services that you’ve come to depend on? (You use these free Internet maps from your GPS enabled cell phone and, currently, this free service is your primary email address)





What amount of privacy should be exchanged for convenience? 





What if the government demanded that this free Internet service provide them with their databases containing personal and private information?





To what extent is privacy a right that the government can have access to and what options should you have to opt out?








There’s been another attack on America. This time, terrorists targeted a subway line. The loss of life was much less than 9/11, but it was over 500. 





Nanoscale technology has allowed computers to receive, store, and process data at an unprecedented rate. (For example, they’re now able to connect where you purchased your gas to where you live to who lives next to you, etc…) 





An option is implementing a surveillance system on public transportation—as you are scanned, your record and history and affiliations would be checked, and you would be allowed to enter (or not enter) the subway—a similar process to getting a passport, but obviously much, much faster. 





At first, the scanning would be done using an Identification Card (i.e. much like a passport, or a National ID card). However, authorities would like to move the scanning to a more foolproof technology—initial thoughts are leaning towards retinal scans.





Do you support the implementation of this surveillance?





If this system was in place, would you still continue to take the subway? (is public transportation a right?) 





Should an individual’s history matter, or is it what an individual physically carries onto public transportation?





Where does the need for community security outweigh the right/privilege of privacy, in your view? 





























